
Coordinated Incident Management System 
(CIMS) 3rd Edition - Overview & Refresher



NZ CIMS Editions – Release History



CIMS 3rd Edition Timetable

• 1st August 2019 – 3rd edition approved by Hazard Risks Board
• 1 Aug to 31 Dec 2019 – Transition Phase from 2nd to 3rd Edition
• 1 Jan to 30 June 2020 – Implementation Phase – training, 

exercising and documents updated from 2nd to 3rd edition
• 1 July 2020 – CIMS 3rd edition becomes official CIMS edition 

to be used in all response and training

Ref: https://www.civildefence.govt.nz/assets/Uploads/CIMS-3rd-edition/CIMS-3rd-edition-Communications-Plan.pdf

https://www.civildefence.govt.nz/assets/Uploads/CIMS-3rd-edition/CIMS-3rd-edition-Communications-Plan.pdf


Quick Overview of Changes

Click here to download a one-page 
PDF highlighting the difference 
between CIMS 2nd and 3rd editions

Click here to download a PDF of the 
significant changes made between 
the editions

https://www.civildefence.govt.nz/assets/Uploads/CIMS-3rd-edition/CIMS-3rd-edition-What-are-the-changes-and-what-does-it-mean.pdf
https://www.civildefence.govt.nz/assets/Uploads/CIMS-3rd-edition/CIMS-Changes.pdf


Expectation of When CIMS is Used

It is expected that CIMS will be used by the emergency services 
and all government agencies for the effective response and 

management to all types of hazards and risks (including SAR).



Principles and Characteristics

Principles are the fundamental tenets on 
which incident management is based.

Characteristics are the features and 
qualities that define CIMS.



Three CIMS Principles

1. Responsive to community needs / Urupare ki ngā hiahia hapori

2. Flexibility / Ngāwaritanga

3. Unity of effort / Mahi ngātahi



Nine CIMS Characteristics

1. Common structures, roles and responsibilities
2. Common terminology
3. Interoperability
4. Management by objectives
5. Consolidated planning
6. Integrated information management and communications
7. Coordination of resources
8. Designated response facilities and locations
9. Manageable span of control



Lead Agency / Support Agency 

The Lead Agency 
• Dictated by legislation, protocol or agreement 
• Has the mandate to manage the response
• Appoints the Controller

A support agency 
• Provides support to the lead agency in a response. The lead agency 

tasks and coordinates support agencies’ resources and actions. 



SAR Lead Agency / Support Agencies

SAR Lead Agency 
• NZ Police will be the lead agency for all Category 1 SAR
• Maritime NZ, through the Rescue Coordination Centre NZ, will be the 

lead agency for all Category 2 SAR

SAR Support Agencies
• LandSAR, Coastguard, Surf Life Saving, NEMA / CDEM Groups, 

Ambulance, Rescue Helicopters, etc.
• NB – Police may be support to RCCNZ in a Cat 2 SAR



Control – Across all agencies

Control – (Lead Agency)

Com
m

and

Control – the authority to set 
objectives and direct tasks across 
teams, units and organisations 
within their capability and 
capacity.



Command – within an agency

Command - the authority within a 
team, unit or organisation and includes 
the internal ownership, administrative 
responsibility and detailed supervision 

of personnel, tasks and resources.

Control

Com
m

and
(Support Agencies)



Coordination of all resources

Lead Agency

Support Agency 

Support Agency 

Support Agency 



Example SAR Control, Command, Coordination

POLICE (Cat 1 SAR)

LandSAR

Am
bulance

Rescue Helicopter



Unified Control

Allows for two or more Controllers from different agencies to be integrated 
into one Control function. This does not affect any individual agency’s 
authority, responsibility or accountability. 

The agencies forming Unified Control can change as the incident develops.

Should be considered when:
• More than one agency has a mandate to manage a particular incident; or
• The lead agency determines that a joint approach will be more effective.



Response Levels



CIMS Functions / Incident Management Team

The number of people and types of skills required for an incident 
management team will vary depending on the size and 

complexity of the incident.

In all cases, the Incident Controller will be appointed / 
determined by the Lead Agency.



Incident Management Team – Primary Functions 
and Role Overview

“I’ll be responsible & accountable”
“I’ll oversee responders and public safety”
“I’ll gather and analyse information”
“I’ll plan it”
“I’ll make sure someone does it”
“I’ll get it, transport it, keep track of it, help with it, etc. etc.”
“I’ll let people know”
“I’ll look after the affected people”



Full CIMS Structure



Advisors

All the advisors, in the red coloured boxes, are people that can be brought into 
coordination centres to advise and assist the Controller and IMT. Usually, these 

advisors are not brought in at the Incident level.



Sub Functions of the Roles



Scaling the Response

The response to any incident is scaled based on the size, 
complexity and span of control required.

CIMS functions can be combined so that one individual takes on 
the responsibilities of two or more IMT roles.



Example - Single Agency Response



Example - Multi Agency Response



Example SAR Response



National Level Response Example



Incident Level Response Facilities and Locations



Intelligence Cycle



Planning Cycle – the Planning ‘P’



Incident Classification System

CIMS 3rd edition has introduced a system to classify incidents

This classification system will be used on documents such as 
Action Plans and Situation Reports to give a quick guide to how 
an incident is progressing.



Incident Classification System



Incident Classification system
Severity

1
Minor

2
Moderate

3
Major

4
Severe

Re
sp

on
se

 le
ve

l

National
(N)

N1

A minor national
level response

N2

A moderate national
level response

N3

A major national
level response

N4

A severe national
level response

Regional
(R)

R1

A minor regional
level response

R2

A moderate regional
level response

R3

A major regional
level response

R4

A severe regional
level response

Local
(L)

L1

A minor local level 
response

L2

A moderate local
level response

L3

A major local level 
response

L4

A severe local level 
response

Incident
(In)

In1

A minor incident
level response

In2

A moderate incident
level response

In3

A major incident
level response

In4

A severe incident
level response



Severity

Examples of aspects to be 
considered

1
Minor

2
Moderate

3
Major

4
Severe

C
at

eg
or

y

Consequences/
impacts

Health and life, infrastructure, 
culture, community, Treaty 

obligations, reputation, trade, 
economy, environment, 

shelter and accommodation, 
recovery

A small number of 
the population in the 
area are / would be 
/ could be impacted

Some of the 
population in the 

area are / would be 
/ could be impacted

Many of the 
population in the 

area are / would be / 
could be impacted

A majority of the 
population in the 

area are / would be / 
could be impacted

Resources

Capacity and capability to 
manage (e.g. availability of 

technical expertise and 
resources, responders) and 

finances available

Manageable within 
available resource 

and capacity

Requires some 
allocation of 

resource

Resource limits and 
capacity are full

Resource limits and 
capacity are 
exceeded

Public, political and media 
interest

Degree of expected public, 
political and media interest 

(i.e. local interest only, 
through to global interest), 

and at what level it should be 
managed

Minimal to no 
interest

Routinely managed

Some degree of 
interest

Senior leadership 
and executives are 

engaged

Significant degree of 
interest

Elected officials and 
ministers are 

engaged

Global interest

Elected officials and 
ministers are 

engaged

Response and recovery 
characteristics

Containment, stability, 
location, spread, number of 
entities involved, urgency, 
novelty (e.g. a new event, 

agencies working with 
unfamiliar partners etc.), 

disruption, decisions required, 
timeframe / expected duration, 

cost

Familiar/routine/
predictable

Known solutions to 
familiar/routine/ 

predictable 
problems

Mostly 
familiar/routine/
predictable with 
some degree of 

irregularity

Known solutions to 
known but irregular 

problems

Mostly irregular with 
some degree of 
familiarity and 
predictability

Mostly known 
solutions to irregular 

and possibly 
unknown problems

Unfamiliar/
unprecedented/
unpredictable

Unknown solutions to 
unknown problems



CIMS Role Profiles

The following slides have part of the role profiles for the CIMS 
managers at different levels. The last slide in this section has a 
link to the full PDF for each function.



Role Profiles

















Links to Full CIMS Role Profiles

Controller

Safety

Intelligence

Planning

Operations

Logistics

PIM

Welfare

https://www.civildefence.govt.nz/assets/Uploads/CIMS-3rd-edition/Controller-Role-Profile-FINAL.pdf
https://www.civildefence.govt.nz/assets/Uploads/CIMS-3rd-edition/Safety-Role-Profile-FINAL.pdf
https://www.civildefence.govt.nz/assets/Uploads/CIMS-3rd-edition/Intelligence-Role-Profile-FINAL.pdf
https://www.civildefence.govt.nz/assets/Uploads/CIMS-3rd-edition/Planning-Role-Profile-FINAL.pdf
https://www.civildefence.govt.nz/assets/Uploads/CIMS-3rd-edition/Operations-Role-Profile-FINAL.pdf
https://www.civildefence.govt.nz/assets/Uploads/CIMS-3rd-edition/Logistics-Role-Profile-FINAL.pdf
https://www.civildefence.govt.nz/assets/Uploads/CIMS-3rd-edition/PIM-Role-Profile-FINAL.pdf
https://www.civildefence.govt.nz/assets/Uploads/CIMS-3rd-edition/Welfare-Role-Profile-FINAL.pdf


More Information

Click here to access webpage which contains:
• CIMS 3rd edition Manual
• Role Profiles
• Information on differences between CIMS 2nd and 3rd edition
• Other CIMS 3rd edition information

https://www.civildefence.govt.nz/resources/coordinated-incident-management-system-cims-third-edition/

